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[bookmark: _GoBack]Till of late, the core standard associated with encryption of data was a given symmetric algorithm which is known as the Data encryption standard. Nevertheless, the advanced standard of encryption is one that has replaced it. Data encryption standard abbreviated as the DES, is one that is known to be having a cipher that is made up of a block of 64 bit. This is an indication that, the given data that is encrypted by it tends to be only 64 bits each given time. DES is actually said to be the outcome of a given research project that was set up by the corporations of International business machine in the year of 1960s which ended up producing a cipher identified as the LUCIFER. During the start of the year 1970, there was a decision to have it commercialized. The NSA in addition to IBM are known to have been involved. Nevertheless, NSA, is said to have been the major contributors which is from a give technical perspective. Altered version of LUCIFER got proposed to be the advanced standards that are national for encryption in accordance with the NBS request. By the end of 1977, it got adopted to be the standard for data encryption (Alani, et.al, 2020).
Triple DES basically is known to be a particular symmetric key algorithm that is used in encryption of digital data. Although it is said to have a short key length that is made up of 56 bits, this results in it being very insecure when it comes to utilization within applications. However, it is identified to be very influential in terms of cryptography advancement. In cryptography, it is a block cipher symmetric key that utilizes the cipher algorithm of DES thrice in within every data block. Triple DES utilizes same algorithm in providing a more secure encryption (Vuppala, et.al, 2020)
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