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Components of cryptography
Cryptography refers to the science of securing communication between two parties. Through a process called encryption, it ensures that only people with the right code can read the secured message. People with the right code decode the secured message through the decryption process (Barakat et al, 2018). Different types of cryptographies are dependent on the type of method that is being used to communicate. The field of cryptography is wide with new improvements constantly being made. Such improvements include a method of securing communication where the data is hidden within another content (Barakat et al, 2018).
One component of cryptography that impacted me the most is the ciphertext. This is where in cryptography, the original message is changed using a set of algorithms to another set that cannot be read. This component impacted me the most because I realized that it is an integral process in cryptography; that is, where the plain text is encrypted for purposes of security (Rubinstein-Salzedo, 2018). This component was also impactful because I learned that there are different types of ciphertexts and that ciphertexts have many uses. It was also interesting to learn that ciphertexts are prone to various attacks which can interfere with the entire cryptography (Rubinstein-Salzedo, 2018). 
Another component of cryptography that I found interesting is the decryption algorithm. This is an algorithm that is used to change the ciphertext once again to plaintext so that the original message can be understood. I also found this component impactful because it is one of the most important components in cryptography (Rubinstein-Salzedo, 2018). This is the reverse process for creating a ciphertext. Here, the person with the right code, who is considered an authorized user, uses a secret key or password to decrypt the message. This means that without access to the secret key, the ciphertext cannot again be converted to plaintext for the message to be read and understood (Rubinstein-Salzedo, 2018).
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