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Caesar Cypher basically is considered to be the first and foremost ciphers that were used by men. It actually got invented during the 100 BC by one Julius Caesar. The main aim of his invention was to utilize it in communicating with his own generals that were in the field in a manner that was secretive. Through the use of Caesar Cipher, he was able to prevent the messages that he was sending to be read by the wrong individuals, in case they got intercepted during the transmission. Within cryptography, the Caesar Cipher which is also referred to as the Caesar’s cipher, Caesar shift, the shift cipher among others, is basically among the techniques for encryption that are extensively known in addition to it being the simplest to use. Julius Caesar who was a ruler of the Roman’s during 100 B.C – 44 B.C. mainly made use of a cipher that was considered to be very simple for the purpose of carrying out a communication that was secretive.  Basically, he ended up substituting every single alphabetical letter with another letter that was three positions ahead of the given letter (Arroyo and Delima, 2020)
The Caesar shift is practically known for making a contribution that is tremendous when it comes to the cryptography world. It functions through shifting some letters in the given message forward in order to be able to produce a given cipher text. This type of text was not in a position of being understood by individuals who do not have the knowledge of understanding the manner in which a cipher text can be developed. It has played a great role in providing security that is adequate to information that is being transported since it makes it impossible for the inappropriate individuals to understand the hidden meaning of the particular message. Additionally, it utilizes a key that is short, since it does not need a coding technique that is complicated and also needs minimal computing resources (Vigliotti and Jones, 2020).
References
[bookmark: _GoBack]Arroyo, J. C. T., & Delima, A. J. P. (2020). A Hybrid Caesar-Polybius Cipher with XOR Operation for Enhanced Cryptography. International Journal, 9(3). Retrieved from https://www.academia.edu/download/63904184/ijatcse7293202020200712-37091-1tz4jcu.pdf 
Vigliotti, M. G., & Jones, H. (2020). Cryptography for Busy People. In The Executive Guide to Blockchain (pp. 23-40). Palgrave Macmillan, Cham. Retrieved from https://link.springer.com/chapter/10.1007/978-3-030-21107-3_3 






















